June 3, 2008
Mr. Arthur Levitt, Jr., Co-Chair

Mr. Donald T. Nicolaisen, Co-Chair

Advisory Committee on the Auditing Profession

U.S. Department of the Treasury

1500 Pennsylvania Avenue, NW

Washington, DC 20220

Dear Chairman Levitt, Chairman Nicolaisen, and members of the Advisory Committee:
I am a businessman with a lengthy background in telecommunications, high-tech, and financial services companies, both public and private.  I am currently employed by The Intersect Group, a consulting firm headquartered in Atlanta, GA.  While I am not speaking for my firm, my experiences in fraud detection and prevention also include recent consulting work performed as part of my tenure here.  My comments in this letter are based upon my own opinions and do not represent an official position of The Intersect Group, its principals, associates, or clients.  
My opinions are also reflective of, and based upon, multiple fraud-uncovering experiences encountered as: an internal audit director; financial officer and/or manager in a number of divisional, subsidiary and parent company financial and accounting roles, with both public and private companies; and, as a consultant to telecommunications, high-tech, manufacturing, financial services, healthcare and other industries as part of “Big Five,” turnaround firm, and advisor roles.  My background includes multiple instances of uncovering fraud, dealing with its aftermath, and testifying in subsequent proceedings.  I have written articles on fraud topics and have had pieces published in financial magazines and newsletters.  My experiences have led me to present to numerous universities, accounting, legal, audit, and ethics organizations and their audiences in the Southeast and Midwest, USA.  
For your information, I have chosen to offer comments in very particular topical areas:
Firm Structure and Finances 1 – “Strengthen auditing firms’ fraud detection and prevention skills and clarify communications with investors regarding auditing firms’ fraud detection responsibilities.” 
Based upon my direct and indirect experiences, public accounting firms have not been historically effective in either providing insightful fraud detection and prevention guidance at the numerous companies I have worked for during my business career, or in independently uncovering fraud instances.  
Beyond my experiences, data from “hard” research done by the Association of Certified Fraud Examiners (“ACFE”), the historical track record of public accounting firms in preventing and detecting occupational fraud is, at best, lackluster.  However, these observations should only encourage you and your committee to recognize the need for public accounting firms to strengthen fraud detection and prevention skills.  Understand, however, that these efforts, especially when coupled with the nature and timing of the work performed by such firms, will likely not increase the firms’ success rate in uncovering fraud.
I do not represent the ACFE in any capacity; their data is readily available as published by the organization in its biannual “Report(s) to the Nation.”  Included within this volume of case research and survey data, of note for you here, is information which isolates the original sources of uncovering occupational fraud.  The chart below represents selected information gathered from the past three studies, summarized here based upon my understanding and interpretation:

	Association of Certified Fraud Examiners

	How frauds are initially discovered:
	

	
	
	
	

	
	2006
	2004
	2002

	Tip
	34.2%
	39.6%
	43.0%

	"By Accident"
	25.4%
	21.3%
	18.8%

	Internal Audit
	20.2%
	23.8%
	18.6%

	Internal Controls
	19.2%
	18.4%
	15.4%

	External Audit
	12.0%
	10.9%
	11.5%

	Law Enforcement
	3.8%
	0.9%
	1.7%


Of relevance for this discussion, note the source-type labeled “External Audit.”  Beyond being ranked next-to-last in the previous three ACFE studies, the study data displays that public accounting firms have been responsible for uncovering fraud, on average, in approximately one out of nine cases analyzed.  If you further limit the study cases to “public companies only”, 2004 would have been 6.1% and 2006 was 4.5%.  Such indicators do not represent stalwart results, to say the least.  (For your information, note that column totals aggregate to more than 100% due to some respondents citing more than one source.)
As you all understand the nature and timing of public accounting firm work as well as anyone, the emphases of their work are just not conducive to detecting fraud; this is confirmed by the ACFE data.  In addition, it is this respondent’s considered opinion that public accounting firms have either chosen not to develop and market client services to detect or prevent fraud (likely being far more interested in the higher revenue opportunities in performing forensic accounting and/or litigation services), or the firms have not been allowed to market such services, due to conflict-of-interest restrictions imposed by regulators, at least on the largest firms.  At the same time, however, it is likely that more time, money and effort would, in fact, be better spent in “upstream” endeavors by the managements at these organizations to prevent and detect fraud—than having to spend “after-the-fact” funds with investigators, forensic accountants, and lawyers.  Management, audit committees, and/or other relevant decision-makers have to perceive the need for, and the economic benefit from, such services—from their own internal experts and institutional knowledge, much less from public accounting firms--a phenomenon, quite frankly, not (yet) comprehensively realized in the marketplace.  
Managements become much more interested and active, unfortunately, after a significant instance of fraud is encountered than in pursuing prevention and detection efforts at the front-end.  As we all realize, it only takes publicity surrounding one weighty fraud instance to significantly and negatively impact market value, marketplace or professional reputations.  
In my own experiences, nearly every company I have worked for has uncovered and dealt with fraud, some more successfully and earlier than others.  However, success in fraud detection and prevention starts with management admitting its existence (relative certainty), acknowledging that real risk, and then acting on it in a considered, organized fashion.  Assuming these realizations occur, events must follow which should include a suitable level of effort to address fraud detection and prevention via: 
· a comprehensive and customized planning framework, 
· associated and actionable analytics, 
· standard-setting (by management) of expectations, 
· establishing resources, methods and actions, and, 
· proactively communicating those imperatives, at all relevant levels.  
Supplementing such organizational actions with external resources, like public accounting firms and consultants, still appears necessary, despite many historical and unpublished successes directly resulting from management actions within their organizations.  However, a key advantage within companies and entities is comprised of their own business process experts, the employees, vendors and customers who have historically represented the best source for uncovering fraud (“tips”).  Maximizing and optimizing this source is the most important thing for managements to do.
Efforts to strengthen auditing firms’ fraud detection and prevention skills appear to be a fait accompli and a “paper tiger” at the same time.  Encouraging strength-building endeavors of public accounting firms certainly matches the historical skills-need, based upon lackluster success in uncovering fraud, so no real objection to this idea likely exists.  However, be realistic in your expectations for improved results.  Furthermore, understand the nature of the auditors’ services (rendering opinions on the financial statements and related control environment), the lower on-site presence, less involvement (than internal experts) and the overall timing related to their work (periodically during the year, or late in the fiscal year).  The firms simply cannot match the business process knowledge, presence, and multitude of internal relationships owned by internal resources, all which have historically generated greater success in preventing and detecting fraud.
If we believe that fraud exists at a multitude of levels, with the potential for perpetrators to cause “damage” at nearly every company or institution in this country, the ideas initially offered within your draft will not likely “raise the bar” of success.  
Should the effort not address a competitive as well as a comprehensive approach?   
The PCAOB and the SEC must clarify the auditor’s role in detecting fraud, and, quite frankly, match expectations with facts.  Correspondingly, auditing standards have not thus far improved that “one in nine times” success rate in uncovering fraud, so readdressing those is realistically and undeniably unavoidable.  The AICPA, FASB, other regulators and institutions would gain benefit from a similar exercise and perspective-setting.  
Secondly, cooperate on a path-forward to comprehensively address the causes and instances of fraud in public and private company, not-for-profit and governmental institutions.  However, make the to-be-undertaken actions more competitively-based: 

1. Encourage the establishment of competing “centers of excellence” and include business process experts (recall that “tips” is the most successful source of uncovering fraud, and experts within companies serve as those “experts”).  Add-in selective internal audit organizations, targeted segments of the university environment which have accumulated practical experience, as well as consultants and public accounting firms.  Arrange these competitive, and complementary, centers to lead a broader accumulation effort of knowledge, techniques and methods to prevent and detect fraud.

a.  Significant approaches are already building in sophistication and capability—related to data mining, transaction-trending, robust reporting, and artificial intelligence techniques, especially integrated with ERP and e-procurement systems.  These have to be part of the overall approach…and solution.

b. Take “lessons-learned” from the back-end (forensic accounting, investigative and litigation support) work, identifying and developing techniques and methods to move and implement “upstream” as “lessons-learned” to prevent and detect fraud.
2. Involve the relevant and impactful organizations (ACFE, selected researchers and experts) to lead or participate with the centers of excellence. 
3. Encourage the accumulation, organization and publicity of as many successful examples of detecting and preventing fraud as possible.  Emphatic and widespread publicity of the untold stories of catching “bad guys” should easily overwhelm the tendency of the business press to “glorify” the perpetrators, whether they have mended their ways or not.
It should be clear that “perps” have little to add, because they got caught.

Aristotle had it right, we learn by example, by modeling right behavior.  “We become just by doing just acts, temperate by doing temperate acts, brave by doing brave acts.”  That is exactly how we should be teaching fraud prevention and detection skills in the classroom, by the people who do it well, exhibiting the methods proven to be successful—so the students can take that knowledge and those approaches into the workplace.  
(One further editorial comment: accounting organizations and universities who do little fact-checking, perform no due-diligence, and then get “snookered” into bringing perpetrators into the classrooms, especially when the stories are exactly that—storytelling…vs. testimony and evidence…are naïve and lazy.  As Daniel P. Moynihan once said, “Everyone is entitled to their own opinion, but not their own set of facts.”  Seeing “perps” speaking to university classrooms is wrong—especially when they get compensated and gain notoriety to likely continue fraud…in another form and forum!)  
4. Finally, lead by framing and communicating rational expectations to corporate America, regulatory bodies, and even the Congress.  Much confusion exists as to what roles are to be fulfilled by which resources.  Much can be done, starting with aggregating and publicizing what has historically worked and how your Committee’s recommendations and influence can focus lessons-learned into actionable data.  Face the facts, the “buzz-words” and “sound-bites” give no confidence to investors and tax-payers; for instance, history has proven it is useless to have “tone at the top” when you have “fraud at the top.”  
Frame the collective lessons-learned, organize them, develop and teach them, and then move them “upstream” where the efforts belong, as one initial action.
For you to potentially lead the effort, it must be comprehensively-based, rationally developed, measured and communicated, but fully-employing all of the proven, productive, and historically-relevant experts.
I appreciate the opportunity to comment on the Committee’s draft recommendations.

Respectfully submitted, 

James H. (Jim) Wanserski 
